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1.- OBJETIVO DE LA POLITICA DE PRIVACIDAD

La presente "Politica de Privacidad y Proteccion de Datos" tiene como finalidad dar a conocer las condiciones que rigen la recogida y
tratamiento de los datos personales por parte de INNOIT CONSULTING, S.L., haciendo el maximo esfuerzo para velar por los derechos
fundamentales, el honor y libertades de las personas de las que se tratan datos personales cumplimiento las normativas y leyes
vigentes que regulan la Proteccion de Datos personales segun la Union Europea y el Estado Miembro espanol y, en concreto, las
expresadas en el apartado "Actividades de Tratamientos' de esta Politica de Privacidad.

Por todo lo cual, en esta Politica de Privacidad y Proteccion de datos, se informa a los usuarios del Website https.// wwwinno-it.es/
de todos los detalles de su interés respecto a como se realizan estos procesos, con qué finalidades, que otras entidades pudieran
tener acceso a sus datos y cuales son los derechos de los usuarios.

2.- DEFINICIONES

«Datos personales»: Toda informacion sobre una persona fisica identificada o identificable ("el usuario del Website'"); se considerara
persona fisica identificable toda persona cuya identidad pueda determinarse, directa o indirectamente, en particular mediante un
identificador, como por giemplo un nombre, un numero de identificacion, datos de localizacion, un identificador en linea o uno o varios
elementos propios de la identidad fisica, fisiologica, genética, psiquica, econdmica, cultural o social de dicha persona.

«Tratamiento»: cualquier operacion o conjunto de operaciones realizadas sobre datos personales o conjuntos de datos personales,
ya sea por procedimientos automatizados o no, como la recogida, registro, organizacion, estructuracion, conservacion, adaptacion o
modificacion, extraccion, consulta, utilizacion, comunicacion por transmision, difusion o cualquier otra forma de habilitacion de acceso,
cotejo o interconexion, limitacion, supresion o destruccion.

«Limitacion del tratamiento»: el marcado de los datos de caracter personal conservados con el fin de limitar su tratamiento en el
futuro.

«Elaboracion de perfiles»: toda forma de tratamiento automatizado de datos personales consistente en utilizar datos personales
para evaluar determinados aspectos personales de una persona fisica, en particular para analizar o predecir aspectos relativos al
rendimiento profesional, situacion econdomica, salud, preferencias personales, intereses, fiabilidad, comportamiento, ubicacion o
movimientos de dicha persona fisica.

«Seudonimizacion»: el tratamiento de datos personales de manera tal que ya no puedan atribuirse a un interesado sin utilizar
informacion adicional, siempre que dicha informacion adicional figure por separado y esté sujeta a medidas técnicas y organizativas
destinadas a garantizar que los datos personales no se atribuyan a una persona fisica identificada o identificable.

«Fichero»: todo conjunto estructurado de datos personales, accesibles con arreglo a criterios determinados, ya sea centralizado,
descentralizado o repartido de forma funcional o geografica.

«Responsable del tratamiento» o «responsable»: la persona fisica o juridica, autoridad publica, servicio u otro organismo que, solo
o junto con otros, determine los fines y medios del tratamiento; si el Derecho de la Union o de los Estados miembros determina los
fines y medios del tratamiento, el responsable del tratamiento o los criterios especificos para su hombramiento podra establecerlos el
Derecho de la Union o de los Estados miembros.

«Encargado del tratamiento» o «encargadox: la persona fisica o juridica, autoridad publica, servicio u otro organismo que trate
datos personales por cuenta del responsable del tratamiento.

«Destinatario»: la persona fisica o juridica, autoridad publica, servicio u otro organismo al que se comuniquen datos personales, se
trate o no de un tercero. No obstante, no se consideraran destinatarios las autoridades publicas que puedan recibir datos personales
en el marco de una investigacion concreta de conformidad con el Derecho de la Unién o de los Estados miembros; el tratamiento de
tales datos por dichas autoridades publicas sera conforme con las normas en materia de proteccion de datos aplicables a los fines del
tratamiento.

«Tercero»: persona fisica o juridica, autoridad publica, servicio u organismo distinto del interesado, del responsable del tratamiento,
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del encargado del tratamiento y de las personas autorizadas para tratar los datos personales bajo la autoridad directa del
responsable o del encargado.

«Consentimiento del interesado»: toda manifestacion de voluntad libre, especifica, informada e inequivoca por la que el interesado
acepta, ya sea mediante una declaracion o una clara accion afirmativa, el tratamiento de datos personales que le conciernen.

«Violacion de la seguridad de los datos personales»: toda violacion de la seguridad que ocasione la destruccion, pérdida o
alteracion accidental o ilicita de datos personales transmitidos, conservados o tratados de otra forma, o la comunicacion o acceso no
autorizados a dichos datos;

«Datos genéticos»: datos personales relativos a las caracteristicas geneticas heredadas o adquiridas de una persona fisica que
proporcionen una informacion unica sobre la fisiologia o la salud de esa persona, obtenidos en particular del analisis de una muestra
biologica de tal persona.

«Datos biométricos»: datos personales obtenidos a partir de un tratamiento técnico especifico, relativos a las caracteristicas fisicas,
fisiologicas o conductuales de una persona fisica que permitan o confirmen la identificacion unica de dicha persona, como imagenes
faciales o datos dactiloscopicos.

«Datos relativos a la salud»: datos personales relativos a la salud fisica o mental de una persona fisica, incluida la prestacion de
servicios de atencion sanitaria, que revelen informacion sobre su estado de salud.

«Establecimiento principal»: a) en lo que se refiere a un responsable del tratamiento con establecimientos en mas de un Estado
miembro, el lugar de su administracion central en la Union, salvo que las decisiones sobre los fines y los medios del tratamiento se
tomen en otro establecimiento del responsable en la Union y este ultimo establecimiento tenga el poder de hacer aplicar tales
decisiones, en cuyo caso el establecimiento que haya adoptado tales decisiones se considerara establecimiento principal; b) en lo que
se refiere a un encargado del tratamiento con establecimientos en mas de un Estado miembro, el lugar de su administracion central en
la Union o, si careciera de esta, el establecimiento del encargado en la Union en el que se realicen las principales actividades de
tratamiento en el contexto de las actividades de un establecimiento del encargado en la medida en que el encargado este sujeto a
obligaciones especificas con arreglo al presente Reglamento.

«Representante»: persona fisica o juridica establecida en la Union que, habiendo sido designada por escrito por el responsable o el
encargado del tratamiento con arreglo al articulo 27 del RGPD, represente al responsable o al encargado en lo que respecta a sus
respectivas obligaciones en virtud del presente Reglamento.

«Empresa»: persona fisica o juridica dedicada a una actividad econdmica, independientemente de su forma juridica, incluidas las
sociedades o asociaciones que desempefnen regularmente una actividad economica.

«Autoridad de control»: la autoridad publica independiente establecida por un Estado miembro con arreglo a lo dispuesto en el
articulo 51 del RGPD. En el caso de Espana es la Agencia Espanola de Proteccion de Datos.

«Tratamiento transfronterizo»: a) el tratamiento de datos personales realizado en el contexto de las actividades de establecimientos
en mas de un Estado miembro de un responsable o un encargado del tratamiento en la Union, si el responsable o el encargado esta
establecido en mas de un Estado miembro, o b) el tratamiento de datos personales realizado en el contexto de las actividades de un
unico establecimiento de un responsable o un encargado del tratamiento en la Union, pero que afecta sustancialmente o es probable
que afecte sustancialmente a interesados en mas de un Estado miembro.

«Servicio de la sociedad de la informacion»: todo servicio de la sociedad de la informacion, es decir, todo servicio prestado
normalmente a cambio de una remuneracion, a distancia, por via electronica y a peticion individual de un destinatario de servicios.

3.- IDENTIDAD DEL RESPONSABLE DEL TRATAMIENTO

El Responsable del Tratamiento de Datos es aquella persona fisica o juridica, de naturaleza publica o privada, u drgano administrativo,
que solo o conjuntamente con otros determine los fines y medios del tratamiento de datos personales; en caso de que los fines y
medios del tratamiento esten determinados por el Derecho de la Union Europea o del Estado Miembro espanol.

En los aspectos expresados en la presente Politica de Proteccion de Datos, la identidad y datos de contacto del Responsable del
Tratamiento es:

INNOIT CONSULTING, S.L - CIF B66958752
Diputacio, 280 22. 08009, Barcelona (Barcelona), Espana
e Email privacidad@inno-it.es

e Teléfono: 931720 620 /622 444 261
4.- LEYES Y NORMATIVAS APLICABLES

Esta Politica de Privacidad y Proteccion de Datos esta desarrollada en base a las siguientes normativas y leyes de proteccion de datos:

e Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016, relativo a la proteccion de las
personas fisicas en lo que respecta al tratamiento de datos personales y a la libre circulacion de estos datos. En adelante RGPD.

e Ley Organica 3/2018, de 5 de diciembre de Proteccion de Datos Personales y Garantia de los Derechos Digitales. En adelante
LOPD/GDD.

e Ley 34/2002, de 11 dejulio, de los Servicios de la Sociedad de la Informacion y el Comercio Electronico. En adelante LSSICE.

5.- PRINCIPIOS APLICABLES AL TRATAMIENTO DE DATOS PERSONALES

Los datos personales recogidos y tratados mediante este sitio Web, seran tratados de acuerdo con los siguientes principios:
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Principio de licitud, lealtad y transparencia: Todo tratamiento de datos personales realizado a través de este Website sera licito
y leal, quedando totalmente claro para el usuario cuando se estan recogiendo, utilizando, consultando o tratando los datos
personales que le conciernen. La informacion relativa a los tratamientos realizados se transmitira de forma previa, faciimente
accesible y facil de entender, en un lenguaje sencillo y claro.

Principio de limitacion de la finalidad: Todos los datos seran recogidos con fines determinados, explicitos y legitimos, y no
seran tratados posteriormente de manera incompatible con los fines para los que fueron recogidos.

Principio de minimizacion de datos: Los datos recogidos seran adecuados, pertinentes y limitados a lo necesario en relacion
con los fines para los que son tratados.

Principio de exactitud: Los datos seran exactos vy, si fuera necesario, actualizados, adoptando todas las medidas razonables
para que se supriman o rectifiquen sin dilacion los datos personales que sean inexactos con respecto a los fines para los que se
tratan.

Principio de limitacion del plazo de conservacion: Los datos seran mantenidos de forma que se permita la identificacion de los
interesados durante no mas tiempo del necesario para los fines del tratamiento de los datos personales.

Principio de integridad y confidencialidad: Los datos seran tratados de manera que se garantice una seguridad adecuada de
los datos personales, incluida la proteccion contra el tratamiento no autorizado o ilicito y contra su pérdida o dano accidenta,
mediante la aplicacion de medidas técnicas y organizativas apropiadas

Principio de responsabilidad proactiva: La entidad propietaria del Website sera responsable del cumplimiento de los principios
expuestos en el presente apartado y sera capaz de demostrarlo.

6.- ACTIVIDADES DE TRATAMIENTOS DE DATOS

A continuacion, se detallan las actividades de tratamiento de datos realizadas mediante el sitio Web especificando cada uno de los
siguientes apartados:

Actividad: Nombre de la actividad de tratamiento de datos

Finalidades: Cada uno de los usos y tratamientos que se realizan con los datos recabados
Base legal: La base juridica que legitima el tratamiento de los datos

Datos tratados: Tipologia de datos tratados

Procedencia: De donde se obtienen los datos

Conservacion: Periodo durante el cual se conservan los datos

Destinatarios: Personas o entidades terceras a las que se les facilitan los datos

Transferencias internacionales: Envios transfronterizos de los datos fuera de la Union Europea

6.1 ACTIVIDADES DE TRATAMIENTO PRINCIPALES

Son aquellas actividades de tratamientos de datos cuyas finalidades son necesarias e imprescindibles para la prestacion de los
servicios.

6.2 ACTIVIDADES DE TRATAMIENTO OPCIONALES (si el usuario ha marcado su aceptacion)

Son aquellas actividades de tratamientos de datos personales cuyas finalidades no son imprescindibles para la prestacion del servicio
y que unicamente se llevan a cabo si el usuario ha marcado Sl en el consentimiento para la realizacion de estas actividades.

GESTION DE LA PAGINA WEB

Bases juridicas

(Art. 6.1.a RGPD) Consentimiento del interesado; (Art. 6.1.f RGPD) Interés legitimo del
Responsable del Tratamiento o de terceros

Gestionar y atender las consultas, solicitudes de informacion o comunicaciones realizadas a
través del formulario de contacto de la pagina web, asi como las recibidas por correo
electronico o via telefonica, y facilitar informacion sobre la organizacion y sus servicios. La

Finalidades no facilitacion de los datos solicitados impedira la correcta gestion de la consulta o

solicitud de informacion. El usuario podra dirigirse a la entidad a traves de los distintos
medios de contacto disponibles en la web corporativa para realizar consultas o solicitar

informacion.
Categorias de datos y colectivos Usuarios web (Datos identificativos)
Procedencia de datos El propio interesado o su representante legal

Categoria de destinatarios

No cedemos sus datos a nadie, pero podemos permitir su tratamiento por parte de
terceros unicamente por motivos técnicos, legales y/o de prestacion del servicio.

Transferencia internacional No estan previstas

Plazo de conservacion

Durante un plazo de 1 ano a partir de la ultima confirmacion de interés. O el plazo necesario
si hay alguna obligacion legal o interes legitimo al respecto.

Las medidas de seguridad implantadas se corresponden con las descritas en los

Medidas de seguridad documentos que conforman la Politica de proteccion de datos y seguridad de la

informacion de la organizacion.
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GESTION DE SUSCRIPTORES

Bases juridicas

Finalidades

Categorias de datos y colectivos
Procedencia de datos
Categoria de destinatarios

Transferencia internacional

Plazo de conservacion

Medidas de seguridad

TRATAMIENTO DE CV INTERNAMENTE

Bases juridicas

Finalidades

Categorias de datos y colectivos
Procedencia de datos

Categoria de destinatarios
Transferencia internacional

Plazo de conservacion

Medidas de seguridad

Politica Privacidad Website (V.2)

(Art. 6.1.a RGPD) Consentimiento del interesado

Gestionar la suscripcion a newsletters, boletines informativos y el envio de comunicaciones
comerciales relacionadas con los servicios de la organizacion, incluyendo acciones de
marketing, publicidad y prospeccion comercial. La no facilitacion de los datos necesarios
impedira la gestion de la suscripcion y la recepcion de dichas comunicaciones.
Suscriptores (Datos identificativos)

El propio interesado o su representante legal

No estan previstas

THE ROCKET SCIENCE GROUP LLC D/B/A MAILCHIMP - Estados Unidos (Newsletter) -
Garantias Adecuadas

Mientras no se solicite su supresion por el interesado

Las medidas de seguridad implantadas se corresponden con las descritas en los
documentos que conforman la Politica de proteccion de datos y seguridad de la
informacion de la organizacion.

(Art. 6.1.2 RGPD) Consentimiento del interesado; (Art. 6.1.b RGPD) Existencia de una relacion
contractual con el interesado mediante contrato o precontrato

Recepcion y tratamiento de Curriculums Vitae (CV) con la finalidad de gestionar los
procesos internos de seleccion de personal de la organizacion. La no facilitacion de los
datos necesarios o la no prestacion del consentimiento impedira la gestion de la
candidatura y la participacion en los procesos de seleccion. El interesado podra dirigirse a
la entidad a traves de los medios de contacto disponibles para realizar consultas
relacionadas con el tratamiento de su candidatura.

Candidato (Datos identificativos; Academico y profesionales)

El propio interesado o su representante legal; EL mismo candidato o su representante legal
entregan su CV

No estan previstas

No estan previstas

Otros. Guardamos sus datos durante un plazo de 6 anos desde la ultima confirmacion de
interés, excepto en el caso de que fueran incorporados a un expediente laboral o mientras
Ud. no solicite su supresion durante este tiempo o el tiempo necesario si hay alguna
obligacion legal o interes legitimo al respecto.

Las medidas de seguridad implantadas se corresponden con las descritas en los

documentos que conforman la Politica de proteccion de datos y seguridad de la
informacion de la organizacion.

7.- INFORMACION NECESARIA'Y ACTUALIZADA

Todos los campos que aparezcan sefalados con un asterisco () en los formularios del Website seran de obligada cumplimentacion,
de tal modo que la omision de alguno de ellos podria comportar la imposibilidad de que se le puedan facilitar los servicios o
informacion solicitados.

Debera proporcionar informacion veridica, para que la informacion facilitada esté siempre actualizada y no contenga errores, debera
comunicar al Responsable del Tratamiento a la mayor brevedad posible, las modificaciones y rectificaciones de sus datos de caracter
personal que se vayan produciendo a traves de un correo electronico a la direccion: privacidad@inno-it.es.

Asimismo, al hacer “click” en el boton "Acepto” (o equivalente) incorporado en los citados formularios, declara que la informacion y los
datos que en ellos ha facilitado son exactos y veraces, asi como que entiende y acepta la presente Politica de Privacidad.

8.- DATOS DE MENORES DE EDAD

En cumplimiento de lo establecido en el articulo 8 del RGPD vy el articulo 7 de la LOPD/GDD, solo lo mayores de 14 anos de edad
podran otorgar su consentimiento para el tratamiento de sus datos personales de forma litica por INNOIT CONSULTING, S.L.

Por lo anterior, los menores de 14 anos de edad no podran usar los servicios disponibles a traves del Website sin la previa autorizacion
de sus padres, tutores o representantes legales, quienes seran los unicos responsables de todos los actos realizados a traves del
Website por los menores a su cargo, incluyendo la cumplimentacion de los formularios telematicos con los datos personales de
dichos menores y la marcacion, en su caso, de las casillas que los acompanan.

9.- MEDIDAS DE SEGURIDAD TECNICAS Y ORGANIZATIVAS

El Responsable del Tratamiento adopta las medidas organizativas y técnicas necesarias para garantizar la seguridad y la privacidad de
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sus datos, evitar su alteracion, pérdida, tratamiento o acceso no autorizado, dependiendo del estado de la tecnologia, la naturaleza de
los datos almacenado y los riesgos a que estan expuestos.

Entre otras, destacan las siguientes medidas:

Garantizar la confidencialidad, integridad, disponibilidad y resiliencia permanentes de los sistemas y servicios de tratamiento.
Restaurar la disponibilidad y el acceso a los datos personales de forma rapida, en caso de incidente fisico o técnico.

Verificar, evaluar y valorar, de forma regular, la eficacia de las medidas técnicas y organizativas implementadas para garantizar
la seguridad del tratamiento.

Seudonimizar y cifrar los datos personales, en caso de que se trate de datos sensibles.

Por otro lado, el Responsable del Tratamiento ha tomado la decision se gestionar los sistemas de la informacion de acuerdo a los
siguientes principios:

Principio de cumplimiento normativo: Todos los sistemas de informacion se ajustaran a la normativa de aplicacion legal
regulatoria y sectorial que afecte a la seguridad de la informacion, en especial aquellas relacionadas con la proteccion de datos
de caracter personal, seguridad de los sistemas, datos, comunicaciones y servicios electronicos.

Principio de gestion de riesgo: Se minimizaran los riesgos hasta niveles aceptables y buscar el equilibrio entre los controles de
seguridad y la naturaleza de la informacion. Los objetivos de seguridad deberan ser establecidos, ser revisados y coherentes con
los aspectos de seguridad de la informacion.

Principio de concienciacion y formacion: Se articularan programas de formacion, sensibilizacion y campanas de concienciacion
para todos los usuarios con acceso a la informacion, en materia de seguridad de la informacion.

Principio de proporcionalidad: La implantacion de controles que mitiguen los riesgos de seguridad de los activos se realizara
buscando el equilibrio entre las medidas de seguridad, la naturaleza y la informacion y riesgo.

Principio de responsabilidad: Todos los miembros del Responsable del Tratamiento, seran responsables de su conducta en
cuanto a la seguridad de la informacion, cumpliendo con las normas y controles establecidos.

Principio de mejora continua: Se revisara de manera recurrente el grado de eficacia de los controles de seguridad implantados
en la organizacion para aumentar la capacidad de adaptacion a la constante evolucion del riesgo y del entorno tecnologico.

10.- DERECHOS DE LOS INTERESADOS

La normativa vigente de proteccion de datos ampara al usuario en una serie de derechos en relacion al uso que se dan a sus datos.
Todos y cada uno de tales derechos son unipersonales e intransferibles, es decir, que unicamente pueden ser realizados por el titular
de los datos, previa comprobacion de su identidad.

A continuacion, se detallan cuales son los derechos de los usuarios del Website:

Derecho de acceso: Es el derecho que tiene el usuario del Website a obtener confirmacion de si el Responsable del Tratamiento
esta tratando o no sus datos personales y, en caso afirmativo, obtener informacion sobre sus datos concretos de caracter
personal y del tratamiento que el Responsable del Tratamiento haya realizado o realice, asi como, entre otra, de la informacion
disponible sobre el origen de dichos datos y los destinatarios de las comunicaciones realizadas o previstas en los mismos.

Derecho de rectificacion: Es el derecho que el usuario del Website tiene a que se modifiquen sus datos personales que resulten
ser inexactos o, teniendo en cuenta los fines del tratamiento, incompletos.

Derecho de supresion: Suele conocerse como "derecho al olvido', y es el derecho que el usuario del Website tiene, siempre que
la legislacion vigente no establezca lo contrario, a obtener la supresion de sus datos personales cuando estos ya no sean
necesarios para los fines para los cuales fueron recogidos o tratados; el Usuario haya retirado su consentimiento al tratamiento y
este no cuente con otra base legal; el Usuario se oponga al tratamiento y no exista otro motivo legitimo para continuar con el
mismo; los datos personales hayan sido tratados ilicitamente; los datos personales hayan sido obtenidos producto de una oferta
directa de servicios de la sociedad de la informacion a un menor de 14 anos. Ademas de suprimir los datos, el Responsable del
Tratamiento, teniendo en cuenta la tecnologia disponible y el coste de su aplicacion, adoptara medidas razonables para informar
a otros posibles responsables que estuvieren tratando los datos personales de la solicitud del interesado de supresion de
cualquier enlace a esos datos personales.

Derecho a la limitacion de los datos: Es el derecho del Usuario del Website a limitar el tratamiento de sus datos personales. EL
Usuario del Website tiene derecho a obtener la limitacion del tratamiento cuando impugne la exactitud de sus datos personales;
el tratamiento sea ilicito; el Responsable del Tratamiento ya no necesite los datos personales, pero el Usuario lo necesite para
hacer reclamaciones; y cuando el Usuario del Website se haya opuesto al tratamiento.

Derecho a la portabilidad de los datos: En aquellos casos que el tratamiento se efectue por medios automatizados, el Usuario
del Wesbsite tendra derecho a recibir del Responsable del Tratamiento sus datos personales en un formato estructurado, de uso
comun vy lectura mecanica, y a transmitirlos a otro responsable del tratamiento. siempre que se técnicamente posible, el
Responsable del Tratamiento transmitira directamente los datos a ese otro Responsable.

Derecho de oposicion: Es el derecho del Usuario a que no se lleva a cabo el tratamiento de sus datos personales o se cese el
tratamiento de los mismos por parte del Responsable del Tratamiento.

Derecho a no ser objeto de decisiones automatizadas y/o elaboracion de perfiles: El el derecho del Usuario del Website a no
ser objeto de una decision individualizada basada unicamente en el tratamiento automatizado de sus datos personales, incluida
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e laelaboracion de perfiles, existente salvo que la legislacion vigente establezca lo contrario.

e Derecho arevocar el consentimiento: Es el derecho del Usuario del Website a retirar, en cualquier momento, el consentimiento
prestado para el tratamiento de sus datos.

El usuario del Website puede egjercer cualquiera de los derechos citados dirigiendose al Responsable del Tratamiento y previa
identificacion del Usuario usando la siguiente informacion de contacto:

Responsable: INNOIT CONSULTING, S.L.

Direccion: Diputacio, 280 22 08009, Barcelona (Barcelona), Espana
Teléfono: 931 720 620 /622 444 261

E-mail: privacidad@inno-it.es

Pagina web: https.//www.inno-it.es/

11.- DERECHO A RECLAMAR ANTE LA AUTORIDAD DE CONTROL

Se informa al usuario del su derecho a presentar una reclamacion ante la Agencia Espanola de Proteccion de Datos si considera que
se ha cometido una infraccion de la legislacion en materia de proteccion de datos respecto al tratamiento de sus datos personales.

Informacion de contacto de la autoridad de control:

Agencia Espanola de Proteccion de Datos

Email info@aepd.es

Teléfono: 900293183

Sitio web: https.//www.aepd.es

Direccién: C/. Jorge Juan, 6. 28001, Madrid (Madrid), Espana

12.- ACEPTACION Y CAMBIOS EN LA POLITICA DE PRIVACIDAD

Es necesario que el usuario del Website haya leido y esté conforme con las condiciones de proteccion de datos contenidas en esta
Politica de Privacidad, asi como que acepte el tratamiento de sus datos personales para que el Responsable del Tratamiento pueda
proceder al mismo en la forma, plazos y finalidades indicadas.

El Responsable del Tratamiento se reserva el derecho a modificar la presente Politica de Privacidad, de acuerdo a su propio criterio, o
motivado por un cambio legislativo, jurisprudencial o doctrinal de la Agencia Espanola de Proteccion de Datos. Los cambios o
actualizaciones realizados en esta Politica de Privacidad que afecten a las finalidades, plazos de conservacion, cesiones de datos a
terceros, transferencias internacionales de datos, asi como a cualquier derecho del Usuario del Website, seran comunicados de forma
explicita al usuario.
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